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Privacy Policy 
 

 

1. Credentials 

YESSS OK! stores credentials for your mobile provider online account on your device (and 

nowhere else), so you don't have to enter them each time you retrieve updated usage data, and 

so the Live Tile can retrieve updated data in the background. Credentials are stored encrypted, 

using the Windows Data Protection interface for user data protection. 

2. Data collection 

Mobile providers may at any time apply technical changes to their website and customer online 

accounts. In such a case, YESSS OK! may stop working for this mobile provider from one day to 

the other, without prior notice. In order to facilitate the quick adaptation of YESSS OK! to such 

changes and to identify other sources of error, anonymous technical format information is sent 

to the developer, Rotor Product, under certain error conditions. This is done via Microsoft 

Azure. This information is solely used by Rotor Product, and not handed to third parties. 
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